
 
 

UniBank for Savings Cash Management  
Online Banking Agreement and Disclosure 

 
The following information represents the Online Banking Agreement and Disclosure between you and UniBank for Savings, 
a Massachusetts savings bank (“Financial Institution,” “we,” “our,” “ours”). This Agreement, including, as applicable, any 
related Authorization Form, the signature card, rate and fee schedule, and any applicable Product Schedule and other 
instructions and the terms and conditions contained herein relating to specific Services that may be provided in connection 
herewith (collectively, this “Agreement”), sets forth the terms and conditions governing the provision of Online Banking 
services to you or anyone authorized by you (collectively, “Customer,” “you,” “your,” “yours”) and describes your and our 
rights, responsibilities and obligations. By clicking “I AGREE” Customer agrees to, and shall be bound by, the terms, 
conditions and provisions in this Agreement. Financial Institution, in its sole discretion, may not permit Customer to use the 
Online Banking services until Financial Institution has determined that Customer has accepted or executed the applicable 
documentation and otherwise provided appropriate information and specifications for the use thereof, and until Financial 
Institution has had a reasonable opportunity to review the information and activate Online Banking on behalf of the 
Customer. In any event, Customer agrees that the use by Customer of Online Banking shall, without any further action or 
execution or acceptance of any documentation on the part of Customer, constitute Customer’s acceptance of and 
agreement to Financial Institution’s terms and conditions for the use thereof as may be in effect as of the time of such 
usage, whether set forth in this Agreement, any applicable Product Schedule or otherwise prescribed by Financial 
Institution. In order to activate Online Banking and any associated Service, you must have at least one Account with us 
linked to Online Banking.  

Therefore, in consideration of the mutual promises contained herein and other good and valuable consideration, the 
receipt and sufficiency of which is hereby acknowledged by clicking “I AGREE”, you are intending to be legally bound, do 
hereby agree as follows:  

A. Security Procedure.  

The use of the Access Code, in addition to other authentication methods described below, is a security procedure 
established by Financial Institution to authenticate the identity of the person attempting to gain access to the Service. The 
security procedure is not designed for the detection of errors. We may require you to change your Access Code from time 
to time for security reasons. You should keep your Access Code in a secure location. Any person having access to your 
Access Code will be able to access these Services and perform all transactions, including reviewing Account information and 
making Transfers to other Accounts and to other persons. You are responsible for safeguarding the Access Codes. 
Providing these Access Codes to another person effectively constitutes a grant of authority to access your accounts.  

You agree to comply with the Financial Institution’s security procedures (the “Security Procedures”) and any other Security 
Procedures Financial Institution directs you to use, and you acknowledge and agree that the Security Procedures, including 
(without limitation) any code, password, personal identification number, user identification technology, token, certificate, 
layered security, or other element, means, or method of authentication or identification used in connection with a Security 
Procedure (“Access Codes”), constitute commercially reasonable security procedures under applicable law for the initiation 
of any Services you utilize, including without limitation, transfers and access to confidential information. You authorize us to 
follow any and all instructions entered and transactions initiated using applicable Security Procedures unless and until you 
have notified us, according to notification procedures prescribed by us, that the Security Procedures or any Access Codes 
has been stolen, compromised, or otherwise become known to persons other than you or your representative(s) and until 
we have had a reasonable opportunity to act upon such notice. You agree that the initiation of a transaction or instructions 
using applicable Security Procedures constitutes sufficient authorization for Financial Institution to execute such transaction 
or instruction notwithstanding any particular designation by you of authorized persons or signature requirements identified 
on any signature card or other documents relating to your deposit account maintained with Financial Institution, and you 
agree and intend that the submission of transactions and instructions using the Security Procedures shall be considered the 
same as your authorized written signature in authorizing us to execute such transaction or instruction. You acknowledge 
and agree that you shall be bound by any and all transactions initiated through the use of such Security Procedures, 
whether authorized or unauthorized, and by any and all transactions  



and activity otherwise initiated by you, to the fullest extent allowed by law. You further acknowledge and agree that the 
Security Procedures are not designed to detect error in the transmission or content of communications or transaction 
initiated by you and that you bear the sole responsibility for detecting and preventing such error.  

You agree to keep all Security Procedures and Access codes protected, secure, and strictly confidential and to provide or 
make available the same only to your authorized representative(s). You agree not to disclose or provide any Security 
Procedures or Access Codes to any unauthorized person. You also agree that Users shall not share Access Codes with each 
other. Where you have the ability to change or modify an Access Code from time to time (e.g., a password or User ID), you 
agree to change Access Codes frequently in order to ensure the security of the Access Code. You agree to notify us 
immediately, according to notification procedures prescribed by us, if you believe that any Security Procedures or Access 
Code have been stolen, compromised, or otherwise become known to persons other than you or your authorized 
representative(s) or if you believe that any transaction or activity is unauthorized or in error. In the event of any actual or 
threatened breach of security, we may issue you a new Access Code or establish new Security Procedures as soon as 
reasonably practicable, but we shall not be liable to you or any third party for any delay in taking such actions. You agree to 
indemnify, defend all claims, and hold Financial Institution harmless from any loss, damages, or expenses, including but not 
limited to attorney’s fees, caused by you, your employees’, or agents’ failure to keep the Security procedures or Access 
Code confidential and secure.  

B. Physical and Electronic Security.  

You are solely responsible for providing for and maintaining the physical, electronic, procedural, administrative, and 
technical security of data and systems in your possession or under your control. We are not responsible for any computer 
viruses (including, without limitation, programs commonly referred to as “malware,” “keystroke loggers,” and/or 
“spyware”), problems or malfunctions resulting from any computer viruses, or any related problems that may be associated 
with the use of an online system. Any material downloaded or otherwise obtained is obtained at your own discretion and 
risk, and Financial Institution is not responsible for any damage to your computer or operating systems or for loss of data 
that results from the download of any such material, whether due to any computer virus or otherwise. You are solely 
responsible for maintaining and applying anti-virus software, security patches, firewalls, and other security measures with 
respect to your operating systems, and for protecting, securing, and backing up any data and information stored in or on 
your operating systems. Financial Institution is not responsible for any errors or failures resulting from defects in or 
malfunctions of any software installed on your operating systems.  

You acknowledge and agree that it is your responsibility to protect yourself and to be vigilant against e-mail fraud and other 
internet frauds and schemes (including, without limitation, fraud commonly referred to as “phishing” or “pharming”). You 
agree to educate your representative(s), agents, and employees as to the risks of such fraud and to train such persons to 
avoid such risks. You acknowledge that Financial Institution will never contact you by e-mail in order to ask for or to verify 
Account numbers, Security Procedures or Access Codes, or any sensitive or confidential information. In the event you 
receive an e-mail or other electronic communication that you believe, or has reason to believe, is fraudulent, you agree that 
you shall not respond to the e-mail, provide any information to the e-mail sender, click on any links in the e-mail, or 
otherwise comply with any instructions in the e-mail. To the extent allowed by law, you agree that Financial Institution is 
not responsible for any losses, injuries, or harm incurred by you as a result of any electronic, e-mail, or internet fraud.  

In the event of a breach of the Security Procedure, you agree to assist Financial Institution in determining the manner and 
source of the breach. Such assistance shall include, but shall not be limited to, providing Financial Institution or Financial 
Institution’s agent access to your hard drive, storage media and devices, systems and any other equipment or device that 
was used in breach of the Security Procedure. You further agree to provide to Financial Institution any analysis of such 
equipment, device, or software or any report of such analysis performed by you, your agents, law enforcement agencies, or 
any other third party. Your failure to assist Financial Institution shall be an admission by you that the breach of the Security 
Procedure was caused by a person who obtained access to your transmitting facilities or who obtained information 
facilitating the breach of the Security Procedure from you and not from a source controlled by Financial Institution.  

C. Reporting Unauthorized Transactions 

You shall be responsible for all transfers and payments that you authorize using the Services. Notify us AT ONCE if you 
believe another person has improperly obtained your Online Banking password. Also notify us AT ONCE if someone has 
transferred or may transfer money from your Bank deposit account without your permission, or if you suspect any 
fraudulent activity on your account. If your Online Banking password has been compromised and you tell us within two (2) 
business days after you learn of the loss or theft, you can lose no more than $50 if someone used your Online Banking 
password without your permission to access a Bank deposit account. If you do NOT tell us within two (2) business days after 



you learn of the loss or theft, and we can prove we could have stopped someone from taking money without your 
permission had you told us, you could lose as much as $500. Also, if your statement shows withdrawals, transfers, 
payments or purchases that you did not make or authorize, please notify us AT ONCE. If you do not notify us within sixty 
(60) days from the date the paper or online statement was sent to you, and we can prove that we could have stopped 
someone from taking money if you had told us in time, you may not get back any money lost after the sixty (60) days. If 
extenuating circumstances, such as a long trip or hospital stay, kept you from telling us, the time periods in this section may 
be extended. To notify us, call our Customer Contact Center at 800-578-4270 between 7:00 a.m. to 6:00 p.m. Eastern 
Standard Time on business days which include Monday through Friday, except for federal banking holidays.  

D. Error Resolution  

In case of questions or errors about online funds transfers, Bank-to-Bank Transfers, or bill payments made through the 
UniBank Online Banking Center, you should do one of the following: Send us an e-mail by filling out the appropriate e-mail 
form accessible after signing on with your password to a secure session. For questions or errors about Online Banking 
transfers between your UniBank accounts or Bank-to-Bank Transfers between your UniBank account and a linked external 
account you should click the "Services" button and select the "Questions about your account" e-mail form. 

E. Contact in Event of Unauthorized Transfer or In Case of Errors or Questions about Electronic Funds Transfers  

Write to us at:     Call us at:  

UNIBANK FOR SAVINGS   Business Days: Monday through Friday (Excluding Federal Holidays)  

OPERATIONS DEPARTMENT   Business Hours: Monday through Friday 8:30 a.m. to 5:00 p.m.  

49 CHURCH STREET    Phone: (800) 578-4270  

WHITINSVILLE, MA 01588 

1. Tell us your name and Account number. 

2. Describe the error or the transfer you are unsure about and explain as clearly as you can why you believe it is 
an error or why you need more information. 

3. Tell us the dollar amount of the suspected error. 

If you tell us verbally, we may require that you send us your complaint or question in writing within 10 business days. We 
will determine whether an error occurred within 10 business days after we hear from you and will correct any error 
promptly. If we need more time, however, we may take up to 45 days to investigate your complaint or question. If we 
decide to do this, we will credit your Account within 10 business days for the amount you think is in error, so that you 
will have the use of the money during the time it takes us to complete our investigation. If we ask you to put your 
complaint or question in writing and we do not receive it within 10 business days, we may not credit your Account. For 
errors involving new accounts, we may take up to 90 days to investigate your complaint or question. For new accounts, 
we may take up to 20 business days to credit your Account for the amount you think is in error. We will tell you the 
results within three business days after completing our investigation. If we decide that there was no error, we will send 
you a written explanation. You may ask for copies of the documents that we used in our investigation. 

F. Payment  

You agree to pay Financial Institution the fees established by Financial Institution for providing Online Banking and its 
associated Services under the terms of this Agreement or any applicable Product Schedule. Depending on which Online 
Banking services you subscribe to, you will be charged the applicable Online Banking fees. Once you have subscribed, you 
will be charged the applicable Monthly Fee(s) whether or not you use Online Banking.  

The Financial Institution may change or add any fees for Online Banking. Customers will be notified within 30 days of any 
future changes to fees. Fees charged for Online Banking under this Agreement are in addition to any charges or fees that 
apply to your accounts with us.  



You authorize the Financial Institution to deduct all applicable Monthly Fees from any Account listed on the Online Banking 
Implementation Form. If you close the Account(s) associated with Online Banking, Fees may be deducted from any other 
account you maintain with us or any of our affiliates. Furthermore, Financial Institution may set off against any amount it 
owes to you in order to obtain payment of your obligations under this Agreement or any applicable Product Schedule.  

In addition to the fees for Online Banking and its associated Services, you agree to pay for all taxes, tariffs and assessments 
levied or imposed by any government agency in connection with your use of or access to Online Banking, and/or the 
software or equipment made available to you (excluding any income tax payable by Financial Institution). You are also 
responsible for the costs of any communication lines and any data processing charges payable to third parties.  

G. Termination  

If you terminate Online Banking, you authorize the Financial Institution to continue making transfers you have previously 
authorized and continue to charge monthly fees until such time as the Financial Institution has had a reasonable 
opportunity to act upon your termination notice. Once the Financial Institution has acted upon your termination notice, the 
Financial Institution will make no further transfers from your accounts, including any transfers you have previously 
authorized. If the Financial Institution terminates your use of Online Banking, the Financial Institution reserves the right to 
make no further transfers from your accounts, including any transactions you have previously authorized.  

H. Immediate Termination.  

Either party shall have the right to terminate this Agreement, any applicable Product Schedule, and your Online Banking 
subscription immediately if such other party: (i) ceases to conduct its business in the ordinary sense, (ii) has any substantial 
part of its property become subject to any levy, seizure, assignment or application for sale for, or by, any creditor or 
government agency, (iii) is a party to an acquisition or (iv) in the reasonable judgment of the party seeking termination, 
experiences an adverse change in its financial condition or business which impairs the ability of such party to perform its 
obligations under this Agreement or any applicable Product Schedule, (v) fails to perform its obligations under this 
Agreement or any applicable Product Schedule or defaults under any other agreement between the parties or (vi) makes 
any warranty or representation which proves to be false or misleading. Notwithstanding the foregoing or Section E, 
Financial Institution may immediately terminate this Agreement and/or any applicable Product Schedule without notice if, 
(a) you or we close your Account(s), or (b) in Financial Institution’s sole discretion, Financial Institution determines that you 
have abused Online Banking or Financial Institution believes that it will suffer a loss or other damage if the Agreement 
and/or applicable Product Schedule is not terminated.  

I. Ownership of Website  

The content, information and offers on our website are copyrighted by Financial Institution and/or Vendor and the 
unauthorized use, reproduction, linking or distribution of any portions is strictly prohibited. You agree not to copy, display, 
distribute, download, license, sub-license, modify, publish, repost, reproduce, reuse, sell, transmit, create a derivative work 
from or otherwise use for public or commercial purposes, the information and materials on the Sites, except as provided in 
this Agreement, without our express written permission. Unless otherwise noted, all other trademarks, service marks, and 
logos used on the Financial Institution’s sites are the trademarks, service marks or logos of Financial Institution, or others as 
indicated.  

J. Limitation of Liability.  

YOU AGREE THAT FINANCIAL INSTITUTION SHALL NOT BE RESPONSIBLE OR LIABLE TO YOU OR TO ANY OTHER PARTY FOR 
CONSEQUENTIAL, INDIRECT, SPECIAL EXEMPLARY, PUNITIVE OR INCIDENTAL DAMAGES ARISING OUT OF THE USE BY YOU 
OF ONLINE BANKING AND ANY ASSOCIATED SERVICE EVEN IF YOU, FINANCIAL INSTITUTION OR FINANCIAL INSTITUTION’S 
SERVICE PROVIDER HAVE BEEN SPECIFICALLY ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.  

TO THE FULLEST EXTENT ALLOWED BY LAW, FINANCIAL INSTITUTION’S LIABILITY TO YOU UNDER THIS AGREEMENT OR ANY 
APPLICABLE PRODUCT SCHEDULE SHALL BE LIMITED TO CORRECTING ERRORS RESULTING FROM FINANCIAL INSTITUTION’S 
FAILURE TO EXERCISE ORDINARY CARE OR TO ACT IN GOOD FAITH. WITHOUT LIMITING THE GENERALITY OF THE 
FOREGOING, IN NO EVENT WILL FINANCIAL INSTITUTION BE LIABLE TO YOU FOR AN AMOUNT GREATER THAN THE FEES 
ACTUALLY PAID BY YOU AND RECEIVED BY FINANCIAL INSTITUTION DURING THE SIX (6) MONTH PERIOD IMMEDIATELY 
PRECEEDING THE DATE ON WHICH THE CLAIM FIRST ACCRUED, WHICH SHALL BE DETERMINED BY THE EARLIER OF THE 
DATE WHEN YOU FIRST BECAME AWARE OF THE CLAIM OR THE DATE WHEN, THROUGH THE EXERCISE OF REASONABLE 
CARE, YOU REASONABLY SHOULD HAVE BECOME AWARE OF THE CLAIM.  



YOU ACKNOWLEDGE AND AGREE THAT YOUR USE OF ONLINE BANKING AND ANY OF THE ASSOCIATED SERVICES SHALL BE 
AT YOUR SOLE RISK AND THAT ONLINE BANKING AND THE SERVICES ARE PROVIDED BY FINANCIAL INSTITUTION ON AN “AS 
IS” BASIS.  

EXCEPT AS EXPRESSLY SET FORTH IN THIS AGREEMENT, FINANCIAL INSTITUTION MAKES NO, AND HEREBY DISCLAIMS ANY 
AND ALL, REPRESENTATIONS OR WARRANTIES, EXPRESS OR IMPLIED, IN LAW OR IN FACT, WHATSOEVER TO YOU OR TO 
ANY OTHER PERSON AS TO ONLINE BANKING OR ANY ASPECT THEREOF, INCLUDING (WITHOUT LIMITATION) ANY 
WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, QUALITY, ACCURACY, OR SUITABILITY. YOU 
AGREE THAT NO ORAL OR WRITTEN ADVICE OR REPRESENTATION OBTAINED FROM ANY FINANCIAL INSTITUTION 
EMPLOYEE OR REPRESENTATIVE SHALL CREATE A WARRANTY OR REPRESENTATION FOR PURPOSES OF THIS AGREEMENT 
OR ANY SERVICES TO BE PERFORMED PURSUANT HERETO.  

FINANCIAL INSTITUTION MAKES NO REPRESENTATION OR WARRANTY, EITHER EXPRESS OR IMPLIED, TO YOU AS TO ANY 
COMPUTER HARDWARE, SOFTWARE, OR EQUIPMENT USED IN CONNECTION WITH ONLINE BANKING (INCLUDING, 
WITHOUT LIMITATION, YOUR COMPUTER SYSTEMS OR RELATED EQUIPMENT, YOUR SOFTWARE, OR YOUR INTERNET 
SERVICE PROVIDER OR ITS EQUIPMENT), OR AS TO THE SUITABILITY OR COMPATIBILITY OF FINANCIAL INSTITUTION’S 
SOFTWARE, INTERNET DELIVERED SERVICE, EQUIPMENT OR COMMUNICATION INTERFACES WITH THOSE THAT YOU USE, 
OR AS TO WHETHER ANY SOFTWARE OR INTERNET DELIVERED SERVICE WILL PERFORM IN AN UNINTERRUPTED MANNER, 
INCLUDING (BUT NOT LIMITED TO) ANY WARRANTY OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.  

FINANCIAL INSTITUTION SHALL NOT BE RESPONSIBLE OR LIABLE FOR ANY ERRORS OR FAILURES RESULTING FROM DEFECTS 
IN OR MALFUNCTIONS OF YOUR COMPUTER HARDWARE OR SOFTWARE, FOR THE QUALITY OF PERFORMANCE OR LACK OF 
PERFORMANCE OF ANY COMPUTER SOFTWARE OR HARDWARE OR INTERNET DELIVERED SERVICES SUPPLIED BY FINANCIAL 
INSTITUTION TO YOU IN CONNECTION WITH THIS AGREEMENT, OR FOR THE TRANSMISSION OR FAILURE OF TRANSMISSION 
OF ANY INFORMATION FROM YOU TO FINANCIAL INSTITUTION OR FROM FINANCIAL INSTITUTION TO YOU. FINANCIAL 
INSTITUTION SHALL NOT BE RESPONSIBLE FOR NOTIFYING YOU OF ANY UPGRADES OR ENHANCEMENTS TO ANY OF YOUR 
COMPUTER HARDWARE OR SOFTWARE.  

K. Indemnification.  

In addition to other indemnification and liability provisions elsewhere in this Agreement and any applicable Product 
Schedule, to the fullest extent allowed by law, you will be liable for, hold harmless, and will indemnify Financial Institution, 
and , its officers, directors, shareholders, agents, employees, and affiliates, and their respective officers, directors, agents 
and representatives from and against all claims of any sort by third parties or others arising out of this Agreement and any 
applicable Product Schedule, including all losses and expenses incurred by Financial Institution arising out of your failure to 
report required changes, transmission of incorrect data to Financial Institution, or failure to maintain compliance with all 
laws, regulations and rules. Except for those losses caused directly by Financial Institution’s failure to exercise ordinary care 
or to act in good faith, you agree to indemnify and hold Financial Institution, its officers, directors, shareholders, agents, 
employees, and affiliates, and their respective officers, directors, agents and employees, harmless from and against any and 
all losses, costs, suits, damages, claims, liabilities and expenses (including reasonable attorneys’ fees) arising from or related 
in any way to (i) any Services performed in connection with this Agreement and any applicable Product Schedule, (ii) 
Financial Institution’s action or inaction in accordance with or reliance upon any instructions or information received from 
any person reasonably believed by Financial Institution to be an authorized representative of you or Authorized User, (iii) 
your breach of any of your covenants, agreements, responsibilities, representations or warranties under this Agreement 
and any applicable Product Schedule, and/or (iv) your breach of applicable laws, rules or regulations.  

L. Governing Law  

These terms and conditions of this Agreement and any applicable Product Schedule shall be governed by and construed in 
accordance with the laws of the Commonwealth of Massachusetts, without regard to its conflict of law provisions and 
without regard to your state of residence.  

M. Compliance with Laws, Rules, and Regulations  

You agree to comply with all existing and future instructions used by the Financial Institution for processing of transactions. 
You further agree to comply with and be bound by all applicable state or federal laws, rules and regulations affecting the 
use of checks, drafts, fund transfers, and ACH transactions, including but not limited to, rules and procedural guidelines 
established by the Federal Trade Commission ("FTC"), the Board of Governors of the Federal Reserve, the National 
Automated Clearing House Association ("NACHA") and any other clearinghouse or other organization in which Financial 
Institution is a member or to which rules Financial Institution has agreed to be bound. These laws, procedures, rules, 



regulations, and definitions shall be incorporated herein by reference 


